
Cloud Computing Services for Distributed Mobile Users and 
Blockchain Technology  

Ramiz Salama1, Sinem Alturjman2,3, Chadi Altrjman2,3, Fadi Al-Turjman2,3 

1Department of Computer Engineering, AI and Robotics Institute,  Research Center for AI and IoT, Near East 
University Nicosia, Mersin10, Turkey 

2Artificial Intelligence Engineering Dept., AI and Robotics Institute, Near East University, Nicosia, Mersin10, Turkey 
3Research Center for AI and IoT, Faculty of Engineering, University of Kyrenia, Kyrenia, Mersin10, Turkey 

ramiz.salama@neu.edu.tr, Fadi.alturjman@neu.edu.tr, Fadi.alturjman@kyrenia.edu.tr 

Abstract:  Blockchain technology and distributed mobile cloud computing are two new technologies 
that have the potential to change how we interact with mobile devices and cloud services. Distributed 
mobile cloud computing services make use of a number of mobile devices to build a fictitious cloud 
computing architecture. With this method, users can make use of the devices' processing power and 
storage to undertake demanding computing activities like data analytics and machine learning. 
Distributed mobile cloud computing services offer a scalable and affordable solution for both 
enterprises and people by sharing resources across several devices. On the other side, blockchain 
technology is a distributed ledger system that makes transactions secure, transparent, and verifiable 
without the use of middlemen. Though its usage in bitcoin transactions is what makes it most well-
known, this technology has a wide range of other uses, such as supply chain management, identity 
verification, and tracking digital assets. Blockchain technology and distributed mobile cloud 
computing can work together to develop a potent platform for mobile computing services. For 
instance, blockchain-based applications like smart contracts or digital asset exchanges might be 
supported by a distributed mobile cloud computing network. Similarly, distributed mobile cloud 
computing networks might be made secure using blockchain technology, allowing users to 
confidently share resources and process data. Overall, distributed mobile cloud computing and 
blockchain technology create new possibilities for mobile computing services and pave the path for 
a mobile ecosystem that is more safe, effective, and collaborative.The way we save, handle, and 
manage data is changing as a result of distributed mobile cloud computing (DMCC) and blockchain 
technology, two fields of technology that are fast developing. By distributing computing resources 
throughout a network of devices, DMCC makes it possible to use mobile devices' processing capacity 
for sophisticated calculations. On the other hand, blockchain technology allows secure, decentralized, 
and immutable record-keeping that may be used in a variety of application cases. Numerous 
advantages exist when DMCC and Blockchain Technology are combined, including improved 
scalability, security, and privacy. Blockchain-based smart contracts can automate intricate operations 
and enable trustless transactions. Another essential component of blockchain is tokenization, which 
enables the production of digital assets and direct value transfers across international borders. 
Interoperability, consensus processes, and digital identification are a few of the issues that need to be 
resolved when deploying DMCC and blockchain solutions. However, blockchain technology and 
distributed mobile cloud computing services have a huge potential to revolutionize sectors including 
finance, healthcare, and supply chain management. In this article, we examine the main 
characteristics, prospective uses, difficulties, and opportunities associated with DMCC and 
blockchain technology.  
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1. Introduction :
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Mobile computing refers to the use of mobile devices, such as smartphones, tablets, laptops, and 
wearable devices, to access and use information and applications while on the move. Mobile 
computing has become increasingly popular in recent years due to the widespread availability of high-
speed internet connectivity and the development of powerful, lightweight mobile devices. Mobile 
computing enables users to stay connected to the internet and access a wide range of applications and 
services from virtually anywhere. This has revolutionized the way people work, communicate, and 
consume information. With mobile computing, users can send and receive emails, browse the web, 
use social media, stream videos, play games, and much more, all from the palm of their hand. The 
development of mobile computing has also led to the creation of a vast ecosystem of mobile 
applications, or "apps," that can be downloaded and installed on mobile devices. These apps enable 
users to perform a wide range of tasks, from ordering food and booking travel to monitoring their 
health and fitness. Overall, mobile computing has had a profound impact on the way people live and 
work, and it is likely to continue to play a key role in shaping the future of technology.Blockchain 
technology is a decentralized, distributed digital ledger that records transactions in a secure and 
transparent manner. It was originally created to support the cryptocurrency Bitcoin, but has since 
evolved to have numerous other applications. The blockchain consists of a network of nodes or 
computers that work together to validate and record transactions. Each transaction is verified by 
multiple nodes, and once validated, it is recorded as a block on the blockchain. Each block contains 
a unique code or hash that links it to the previous block, forming an unbreakable chain of blocks. One 
of the key features of blockchain technology is its transparency and security. Once a transaction is 
recorded on the blockchain, it cannot be altered or deleted. This makes it very difficult for anyone to 
manipulate or corrupt the data. Another important feature of blockchain technology is its 
decentralization. There is no central authority or intermediary controlling the blockchain. Instead, it 
is maintained and verified by a network of nodes or computers, making it more resilient to attacks or 
failures. Blockchain technology has numerous applications, beyond just cryptocurrencies. It can be 
used for secure data storage and sharing, digital identity verification, smart contracts, supply chain 
management, and much more. As a result, it has the potential to transform many industries and 
improve efficiency, transparency, and security in various processes. Decentralized mobile cloud 
computing architectures are designed to provide a distributed computing environment that leverages 
the resources of mobile devices to support cloud computing services. The main idea behind this 
architecture is to enable mobile devices to work collaboratively, forming a network of distributed 
resources that can support complex computing tasks.  In this architecture, mobile devices act as both 
clients and servers, and are responsible for processing and storing data. The mobile devices are 
connected through a wireless network, and the architecture is designed to enable communication and 
coordination between devices. The architecture typically includes a set of distributed computing 
services that are provided by the mobile devices, such as data storage, processing, and 
communication. These services are coordinated by a set of middleware components that manage the 
distribution of tasks and data among the mobile devices. Decentralized mobile cloud computing 
architectures have several benefits over traditional centralized architectures. One of the main 
advantages is improved scalability, as the architecture can easily adapt to changing resource demands 
by dynamically adding or removing mobile devices from the network. Another benefit is improved 
reliability, as the distributed nature of the architecture provides redundancy and fault tolerance. 
Additionally, the use of mobile devices can reduce the cost of cloud computing services, as it 
leverages existing resources rather than requiring the use of expensive dedicated servers. However, 
there are also some challenges associated with decentralized mobile cloud computing architectures. 
These include the need for efficient task scheduling and load balancing mechanisms, as well as the 
need for effective security and privacy mechanisms to protect sensitive data and ensure the integrity 
of the computing environment. 
 
 Machine learning and AI facilitators started to be part of our daily life and has significant effects 
towards the rapid developments of the internet of things. One of the leading attempts in this field is 



the AI learning facilitator, Prof. DUX [3]. It is a novel AI facilitator that aims at personalising the 
education process for learners and provide the fastest and best quality of education in numerous fields. 
 
2. Integration of blockchain technology into mobile cloud computing:   
The integration of blockchain technology into mobile cloud computing services has the potential to 
enhance the security, privacy, and efficiency of these services. Blockchain technology provides a 
decentralized and tamper-proof mechanism for storing and sharing data, which can be leveraged to 
enable secure and efficient data sharing among mobile devices. One way to integrate blockchain 
technology into mobile cloud computing services is to use a blockchain-based distributed file system, 
which can provide secure and efficient storage and sharing of data among mobile devices. The 
distributed file system can be built on top of a blockchain platform, such as Ethereum, which provides 
smart contract functionality and enables automated execution of contracts and transactions. Another 
way to integrate blockchain technology into mobile cloud computing services is to use blockchain-
based authentication and access control mechanisms, which can provide enhanced security and 
privacy for users. For example, a mobile cloud computing service could use a blockchainbased 
identity management system to manage user identities and authentication, which can provide better 
security and privacy compared to traditional centralized authentication systems. In addition, 
blockchain technology can be used to provide secure and efficient payment processing mechanisms 
for mobile cloud computing services. For example, a mobile cloud computing service provider could 
use a blockchain-based payment system to enable secure and efficient payment processing for its 
customers, without the need for traditional payment processing intermediaries.  Overall, the 
integration of blockchain technology into mobile cloud computing services has the potential to enable 
secure and efficient data sharing, authentication, access control, and payment processing mechanisms, 
which can enhance the overall functionality and security of mobile cloud computing services. Security 
and privacy of disturbed mobile computing systems: Security and privacy are important concerns in 
distributed mobile cloud computing services, as these services involve the sharing and processing of 
sensitive data across multiple devices and networks.  
 
There are several security and privacy challenges that need to be addressed in distributed mobile 
cloud computing services:  
1. Data confidentiality: Sensitive data should be encrypted when stored or transmitted across the 
network to prevent unauthorized access.  
2. Data integrity: The data should not be altered or modified during transmission, processing, or 
storage, and should remain the same as when it was first created.  
3. Authentication: The identity of the users and devices should be verified before granting access 
to the data or the system.  
4. Authorization: Users and devices should be granted access only to the data and services that 
they are authorized to use.  
5. Availability: The system should be available to authorized users at all times, and should be 
resilient to various types of attacks and failures.  
6.  
To address these challenges, several security and privacy mechanisms can be employed in distributed 
mobile cloud computing services, such as:  
1. Encryption: Sensitive data should be encrypted when stored or transmitted across the network.  
2. Access control: Access to the data and services should be restricted to authorized users and 
devices.  
3. Firewall and intrusion detection systems: These can be used to detect and prevent 
unauthorized access and attacks on the system.  
4. Authentication and identity management: Users and devices should be authenticated and their 
identities should be managed in a secure and reliable manner.  



5. Data backup and disaster recovery: The data should be backed up regularly to prevent data 
loss, and disaster recovery mechanisms should be in place in case of system failures or attacks.  
Overall, security and privacy are critical concerns in distributed mobile cloud computing services, 
and these challenges need to be addressed through a combination of technical, organizational, and 
procedural mechanisms to ensure the confidentiality, integrity, and availability of the data and 
services.  
 
3. Smart contracts for mobile cloud computing:   
Smart contracts are self-executing contracts with the terms of the agreement between buyer and seller 
being directly written into lines of code. Smart contracts have the potential to revolutionize mobile 
cloud computing by enabling the automation of complex processes and reducing the need for 
intermediaries. In the context of mobile cloud computing, smart contracts can be used to automate 
the negotiation, execution, and enforcement of agreements between mobile devices and cloud service 
providers. Smart contracts can enable the creation of a decentralized marketplace for mobile cloud 
computing services, where mobile devices can negotiate and contract with cloud service providers in 
a secure and transparent manner.  
 
Smart contracts can be used to automate several aspects of mobile cloud computing, such as:  
1. Service provisioning: Smart contracts can be used to automatically provision cloud services 
based on the requirements of the mobile device.  
2. Service level agreements (SLAs): Smart contracts can be used to automatically negotiate and 
enforce SLAs between mobile devices and cloud service providers.  
3. Payment processing: Smart contracts can be used to automate the payment processing for 
mobile cloud computing services, eliminating the need for traditional payment processing 
intermediaries.  
4. Service monitoring: Smart contracts can be used to monitor the performance and availability 
of cloud services, and automatically trigger remediation actions in case of failures or performance 
degradation.  
 
Overall, smart contracts have the potential to enable more efficient, secure, and transparent mobile 
cloud computing services by automating complex processes and reducing the need for intermediaries. 
However, there are also several challenges that need to be addressed in the use of smart contracts, 
such as the need for standardization, interoperability, and security mechanisms to ensure the 
reliability and integrity of the contracts.  
 
Blockchain based mobile applications:   
Blockchain-based mobile applications are mobile applications that leverage blockchain technology 
to provide various features and functionalities. These applications can offer increased security, 
transparency, and privacy compared to traditional mobile applications. Blockchain-based mobile 
applications can be used in various domains, such as finance, healthcare, logistics, and supply chain 
management.  
 
Some examples of blockchain-based mobile applications are:  
1. Cryptocurrency wallets: Cryptocurrency wallets are mobile applications that enable users to 
securely store and manage their cryptocurrencies. These applications leverage blockchain technology 
to provide secure and transparent transactions.  
2. Decentralized marketplaces: Decentralized marketplaces are mobile applications that enable 
peer-to-peer transactions without the need for intermediaries. These applications leverage blockchain 
technology to provide secure and transparent transactions.  
3. Identity management systems: Identity management systems are mobile applications that 
enable users to manage their digital identities in a secure and decentralized manner. These 



applications leverage blockchain technology to provide tamper-proof and secure identity 
management.  
4. Supply chain management systems: Supply chain management systems are mobile 
applications that enable stakeholders to track and manage the flow of goods and services in a supply 
chain. These applications leverage blockchain technology to provide transparent and secure tracking 
of the supply chain.  
5. Voting systems: Voting systems are mobile applications that enable stakeholders to vote in a 
transparent and secure manner. These applications leverage blockchain technology to ensure the 
integrity of the voting process.  
 
Overall, blockchain-based mobile applications have the potential to provide increased security, 
transparency, and privacy compared to traditional mobile applications, and can be used in various 
domains to provide new and innovative functionalities. However, there are also several challenges 
that need to be addressed in the development and deployment of blockchain-based mobile 
applications, such as scalability, interoperability, and security concerns.  
 
Performance evaluation:   
Performance evaluation is a critical aspect of distributed mobile cloud computing systems as it 
enables the identification of bottlenecks and performance issues that affect the overall performance 
of the system. Performance evaluation can also help in identifying the optimal system configuration 
and settings for achieving maximum performance and efficiency.  
 
There are several metrics that can be used to evaluate the performance of distributed mobile cloud 
computing systems, including:  
1. Response time: Response time measures the time taken for a request to be processed and 
responded to by the system. Lower response times indicate faster system performance and higher 
user satisfaction.  
2. Throughput: Throughput measures the amount of work that the system can handle in a given 
time period. Higher throughput indicates higher system performance and efficiency.  
3. Resource utilization: Resource utilization measures the extent to which system resources, such 
as CPU, memory, and network bandwidth, are being utilized. Higher resource utilization can indicate 
a potential bottleneck in the system.  
4. Scalability: Scalability measures the ability of the system to handle increasing workloads and 
users. A highly scalable system can handle more workloads and users without any significant 
degradation in performance.  
5. Availability: Availability measures the ability of the system to remain operational and 
accessible to users. Higher availability indicates a more reliable and stable system.  
 
To evaluate the performance of distributed mobile cloud computing systems, various testing 
methodologies can be used, such as load testing, stress testing, and performance profiling. Load 
testing involves simulating multiple users accessing the system simultaneously to measure its 
response time and throughput. Stress testing involves pushing the system to its limits to identify 
performance bottlenecks and failure points. Performance profiling involves analyzing the system's 
resource utilization and performance metrics to identify areas for optimization. Overall, performance 
evaluation is essential for identifying and addressing performance issues in distributed mobile cloud 
computing systems, ensuring maximum performance and efficiency for the system. Blockchain-based 
identity management for mobile devices: Blockchain-based identity management for mobile devices 
refers to the use of blockchain technology to secure and manage the digital identities of mobile users. 
Traditional identity management systems are often centralized and vulnerable to hacking, identity 
theft, and other security risks. Blockchain-based identity management systems, on the other hand, 
provide a decentralized and secure solution for managing digital identities. In a blockchain-based 



identity management system for mobile devices, user identities are stored on a blockchain network, 
which is a distributed ledger that enables secure and transparent transactions. The blockchain network 
maintains a tamper-proof record of all user identities, ensuring that they cannot be altered or deleted 
without proper authorization. Users can access their identities through a mobile application that 
interfaces with the blockchain network.  
 
Blockchain-based identity management for mobile devices provides several benefits, including:  
1. Increased security: Blockchain-based identity management systems provide a highly secure 
solution for managing digital identities. The decentralized and tamper-proof nature of blockchain 
ensures that user identities are protected from hacking, identity theft, and other security risks.  
2. Improved privacy: Blockchain-based identity management systems provide users with greater 
control over their personal data. Users can choose which information to share and with whom, and 
can also revoke access to their data at any time.  
3. Enhanced convenience: Blockchain-based identity management systems provide a convenient 
solution for managing digital identities. Users can access their identities from anywhere, using their 
mobile devices, and can also use their identities to access a range of services and applications.  
4. Increased trust: Blockchain-based identity management systems provide a transparent and 
verifiable solution for managing digital identities. The tamper-proof nature of blockchain ensures that 
all transactions are secure and trustworthy, providing users with increased trust in the system.  
 
Overall, blockchain-based identity management for mobile devices provides a secure, decentralized, 
and convenient solution for managing digital identities, offering a range of benefits over traditional 
identity management systems. However, there are also challenges that need to be addressed in the 
development and deployment of blockchain-based identity management systems, such as scalability, 
interoperability, and usability concerns.  
 
4. Blockchain-based supply chain management:   
Blockchain-based supply chain management refers to the use of blockchain technology to secure and 
manage the supply chain processes of a business. In traditional supply chain management, there are 
often numerous intermediaries involved, which can lead to delays, errors, and increased costs. By 
using blockchain technology, businesses can create a transparent and secure supply chain ecosystem 
that eliminates intermediaries and streamlines processes.  
In a blockchain-based supply chain management system, all stakeholders in the supply chain, such as 
suppliers, manufacturers, distributors, and retailers, have access to a shared ledger that records all 
transactions and information related to the supply chain process. Each transaction is cryptographically 
secured, and once entered into the ledger, it cannot be altered or deleted without consensus from all 
participants.  
 
Blockchain-based supply chain management offers several benefits, including:  
1. Increased transparency: The use of a shared ledger provides a transparent view of the entire 
supply chain process. All stakeholders can view the transaction history and track the movement of 
goods throughout the supply chain.  
2. Enhanced traceability: Blockchain-based supply chain management enables enhanced 
traceability, as all transactions are recorded on the blockchain ledger. This provides a secure and 
reliable way to track products and ensure their authenticity.  
3. Improved efficiency: By eliminating intermediaries, blockchain-based supply chain 
management can significantly reduce the time and costs associated with traditional supply chain 
management processes.  
4. Increased security: Blockchain-based supply chain management provides a highly secure 
solution for managing supply chain processes. The decentralized and tamper-proof nature of 
blockchain ensures that transactions are secure and trustworthy.  



Overall, blockchain-based supply chain management offers a transparent, secure, and efficient 
solution for managing supply chain processes. However, there are also challenges that need to be 
addressed in the development and deployment of blockchain-based supply chain management 
systems, such as interoperability, scalability, and standardization concerns.  

Cloud Computing Services and Blockchain Technology 

Distributed Mobile Cloud Computing Services and Blockchain Technology can vary depending on 
the specific study.  However, here are some common materials and methods used in this area of 
research:  
1. Distributed mobile cloud computing infrastructure: To study distributed mobile cloud
computing services, researchers typically use a distributed mobile cloud computing infrastructure that
comprises mobile devices, cloud servers, and communication networks. This infrastructure is used to
simulate various scenarios and evaluate the performance of different algorithms and protocols.
2. Blockchain network: Researchers studying the integration of blockchain technology into
mobile cloud computing services typically use a blockchain network to store and manage data
securely. The blockchain network can be a public or private network, and different consensus
mechanisms can be used to ensure the integrity of the network.
3. Smart contracts: To study the use of smart contracts in mobile cloud computing, researchers
typically use a smart contract platform, such as Ethereum. Smart contracts are used to automate
certain processes and enforce rules and regulations.
4. Data collection: Researchers collect data on various parameters such as latency, bandwidth,
processing time, and energy consumption to evaluate the performance of different algorithms and
protocols. Data can be collected using simulation tools or real-world experiments.
5. Evaluation metrics: To evaluate the performance of different algorithms and protocols,
researchers use various metrics, such as response time, throughput, energy consumption, and
scalability.
6. Data analysis: Researchers analyze the collected data using various statistical and machine
learning techniques to draw conclusions and make recommendations.

Overall, the materials and methods used in research related to Distributed Mobile Cloud Computing 
Services and Blockchain Technology are diverse and can involve a combination of simulation, 
experimentation, and data analysis techniques. The goal is to evaluate the performance and 
effectiveness of different algorithms and protocols for improving the security, privacy, and efficiency 
of mobile cloud computing services using blockchain technology.  

5. Results and discussions:
The results and discussions of research related to Distributed Mobile Cloud Computing Services and 
Blockchain Technology can vary depending on the specific study. However, here are some common 
results and discussions found in this area of research [18] - [35]:
1. Integration of blockchain technology into mobile cloud computing services: Several studies
have explored the integration of blockchain technology into mobile cloud computing services to
improve the security and privacy of mobile devices. The results have shown that blockchain-based
mobile cloud computing systems can offer higher security and privacy levels than traditional cloud
computing systems.
2. Decentralized mobile cloud computing architectures: Studies have explored the use of
decentralized mobile cloud
computing architectures to improve the efficiency and scalability of mobile cloud computing services.
The results have shown that decentralized architectures can improve the performance and scalability
of mobile cloud computing services.



3. Smart contracts for mobile cloud computing: Research has explored the use of smart contracts
in mobile cloud computing to automate certain processes and enforce rules and regulations. The
results have shown that smart contracts can improve the efficiency and transparency of mobile cloud
computing services.
4. Performance evaluation of distributed mobile cloud computing systems: Studies have
evaluated the performance of distributed mobile cloud computing systems using various metrics, such
as response time, throughput, energy consumption, and scalability. The results have shown that
different algorithms and protocols can significantly impact the performance of distributed mobile
cloud computing systems.
5. Blockchain-based supply chain management: Several studies have explored the use of
blockchain technology for supply chain management.

The results have shown that blockchainbased supply chain management can improve the 
transparency, traceability, and security of supply chain processes [36] - [45].  

Overall, the results and discussions of research related to Distributed Mobile Cloud Computing 
Services and Blockchain Technology highlight the potential benefits and challenges of using 
blockchain technology for improving the security, privacy, efficiency, and transparency of mobile 
cloud computing services and supply chain management. Further research is needed to address the 
challenges and fully realize the potential of blockchain technology in these areas.  

6.Conclusion:
Blockchain technology and distributed mobile cloud computing services are two quickly developing
fields that have the potential to completely change how we utilize mobile devices and run supply
chains. While blockchain-based supply chain management can improve the transparency, traceability,
and security of supply chain processes, the integration of blockchain technology into mobile cloud
computing services has the potential to significantly improve the security, privacy, effectiveness, and
transparency of mobile devices. While smart contracts can automate procedures and enforce laws and
regulations, decentralized mobile cloud computing architectures can offer a scalable and effective
foundation for mobile cloud computing services. Different algorithms and protocols can have a
substantial impact on the performance of distributed mobile cloud computing systems, according to
performance evaluation studies. Despite the potential advantages, there are still difficulties that must
be resolved. While the usage of distributed architectures and smart contracts can result in new
performance and scalability challenges, the integration of blockchain technology into mobile cloud
computing services may present new security and privacy risks. Additionally, the adoption of
blockchain-based supply chain management necessitates intensive coordination and standardization
among many players and organizations. In conclusion, Distributed Mobile Cloud Computing Services
and Blockchain Technology are two promising disciplines that have the potential to greatly enhance
supply chain management and mobile device security, privacy, efficiency, and transparency. To
address the issues and fully fulfill the potential of these technologies, however, more research is
required. To create reliable and secure architectures, protocols, and standards that can facilitate the
widespread use of these technologies in a variety of applications and sectors, researchers,
practitioners, and policymakers must collaborate.
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